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Before the
FEDERAL COMMUNICATIONS COMMISSION

washington, D.C. 20554

In the Matter of
CC Docket No. 92-77

Billed Party Preference
for 0+ InterLATA Calls

FURTHER COMMENTS OF THE
INMATE CALLING SERVICES PROVIDERS TASK FORCE

The Inmate Calling Services Providers Task Force ("ICSPTF") of

the American Public Communications Council ("APCC") hereby submits

these Comments in response to the Commission's Further Notice of

Proposed Rulemaking, FCC 94-117 (June 6, 1994) ("FNPRM"), in the

above-referenced proceeding. The FNPRM seeks further comment on

whether the Commission's billed party preference (IIBPPll) proposal

should apply to 0+ calls made from inmate facilities.

ICSPTF's members are providers of specialized telephone

equipment as well as carriers of inmate calls. ICSPTF's members

have years of experience in developing, maintaining and operating

effective and secure inmate calling systems for prisons and other

correctional facilities nationwide. These providers consult with

our nation's prison officials on a daily basis about their inmate

calling needs. Working together with these officials, ICSPTF's

members are constantly innovating new and enhanced solutions to

ensure that inmates can enj oy frequent and unsupervised calling

opportunities, while at the same time fUlfilling the security needs

of prisons. As a task force that is devoted solely to addressing

inmate calling issues, ICSPTF is uniquely positioned to respond to



the Commission I s concerns about mandat.ing BPP routing for inmate

calls.

INTRODUCTIOt{

ICSPTF filed Comments on July 7, 1992 ("Initial Comments"),

and Reply Comments on August 27, 1992, in response to the

Commission I s original Notice of proposed Rulemaking ("NPRM") in

this proceeding, strongly opposing the application of BPP to inmate

facilities. In addition to ICSPTF, a large number of parties,

including certain state regulatory officials, prison and jail

officials and correctional departments -- those that are in the

best position to know whether BPP at inmate facilities is

appropriate -- also filed comments or letters in response to the

Commission I S original NPRM opposing the application of BPP to

inmate facilities. since the release of the FNPRM, over 100

additional prison and jail officials have already sent letters or

comments to the Commission opposing BPP

The NPRM states that the current record is inadequate for the

commission to make a reasoned decision on whether to exempt inmate

telephones from BPP. ICSPTF disagrees. The current record clearly

indicates that BPP would cause unnecessary security risks and

financial hardships for our nation's correctional facilities.

Moreover, as set forth below, there is a strong indication

that the costs of applying BPP to inmate facilities significantly

outweigh its only perceived and potential benefit -- the unlikely

possibility of lcwer rates for some inmate calls. In fact, a

significant number of inmate famil es may actually see their



calling rates increase, not decrease, under BPP, particularly if

inmate calls are left to shoulder a disproportionate share of BPP's

enormous costs. Y To the extent there is a need for rate

adjustments at certain facilities, there are other less intrusive,

less costly and more effective regulatory options available to the

commission to achieve that goal.

Additional reasons -- both legal and practical -- why BPP

should not apply to inmate institutions are also explained below.

Moreover, the Commission has already recognized that inmate phones

raise "exceptional" considerations and should therefore not be

regulated in the same manner as other phones. Thus, it would

clearly be unreasonable for the Commission to extend BPP to inmate

facilities.

I. SUBSTANTIAL DEFERENCE MUST BE ACCORDED PRISON
OFFICIALS IN THEIR MANAGEMENT Of INMATE FACILITIES

There are unique considerations involving prisons and the

administration of prisons that the Commission must respect. A

prison is not a hotel; a convicted criminal is not a typical

consumer. A prison is a highly controlled, sensitive environment.

Prison officials have a pUblic responsibility to maintain an

orderly and safe environment within their facilities. They must

look after the health and well-being of their inmates and

corrections officers, establish disci.plinary procedures, manage

YIronically, although the potential of lower rates for some
inmate calls is the only benefit BPP could bring to inmate calling,
the FNPRM itself observes that a primary reason for extending BPP
to inmate calling is so inmate calls can help pay for BPP.
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their inmates' schedules, provide education and recreational

activities for their inmates, and encourage inmate rehabilitation.

The use of the telephone is a vital tool in achieving and

maintaining the delicate balance necessary to achieve all of these

objectives. Telephone use, or denial thereof, can be a "carrot or

a stick," a reward or a punishment a legal requirement or a

prohibited use, a tool for rehabilitation or a device to breach

security.

The precise role and use of the telephone facilities is thus

integral to management of the prisons and jails themselves. As

with all other matters relating to the use of all other prison

facilities, great deference must be given to the jUdgments

corrections officials make on matters relating to the management

and use of inmate calling systems.

The courts have long recognized the need to exercise restraint

on issues pertaining to prison administration. The Supreme Court,

for example, has held that

Running a prison is an inordinately difficult
undertaking that requires expertise, planning,
and the commitment of resources
SUbjecting the day-to-day jUdgments of prison
officials to an inflexible strict scrutiny
analysis would seriously hamper their ability
to anticipate security problems and to adopt
innovative solutions to the intractable
problems of prison administration.

Turner v. Safely, 482 U.S. 78, 84-85 (1987). Thus, "it is well

established that federal courts should not micromanage state prison

systems." Baker v. Holden, 787 F. Supp. 1008, 1015 (D. Utah 1992).

Indeed, "a federal judge is not a warden and substantial deference
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must be accorded state prison authorities in the management of

correctional facilities." Id.l'

Just as a federal jUdge is not a warden, neither is the

commission. Nor is the Commission an expert agency in prison

administration; the Communications Act does not confer it with

authority to make decisions in this field. The federal courts

refrain from micromanaging prisons. So should the Commission. The

commission must respect and defer to the decisions that prison

officials make in the administration of their facilities.

The Commission would necessarily be regulating prison

administration and interfering with the decisions that prison

officials make by mandating BPP -- a form of access to the

network -- from inmate facilities. As discussed below, prison

officials must exercise control over inmate calling. A significant

number of prison officials have determined that the most effective

way to exercise that control is to centralize the processing of

inmate calls, including control over those calls once they are i.n

the network, in a single provider of inmate calling services who is

qualified to handle inmate calls and who is contractually obligated

to honor the prison official's required restrictions.

l'See also, O'Lone v. Estate of Shabazz, 482 U.S. 342, 349
(1987) (Evaluation of penological objectives is committed to the
considered jUdgment of prison administrators); Fortner v. Thomas,
983 F.2d 1024, 1029 (11th cir. 1993) (lilt is ..• settled that a
prisoner's constitutional rights must be exercised with due regard
for the \ inordinately difficult undertaking' of modern prison
administration"); Lyon v. Grossheim, 803 F. Supp. 1538, 1545 (s.n.
Iowa 1992) ("prisoners' constitutional rights may be significantly
limited or SUbstantially constrained in order to further legitimate
objectives of the penal system ll

).
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If BPP is extended to inmate facilities, the Commission would

make it unlawful for prison officials to decide on this form of

control -- a decision that is clearly within their discretion to

make. Instead, prison officials would be forced to comply with an

intrusive federal mandate on inmate calling-- one established by

an agency that has no experience with the many aspects of prison

administration and prison security and the dedicated balancing

necessary to ensure that all these needs are addressed.

By extending BPP to inmate institutions, the Commission would

be sUbstituting its judgement on a matter of prison administration

for that of prison officials. Even where the First Amendment of

the united states Constitution is at stake, the Supreme Court has

refused to "substitute [its] judgment" for that of prison officials

on "difficult and sensitive matters of institutional

administration." O'Lone v. Estate of Shabazz, 482 U.S. 342, 353

(1987). The Commission should similarly refrain from interfering

with the management of prisons, and should therefore not mandate

prison officials to use the BPP routing scheme.

Prison officials bear pUblic responsibility for the actions of

their inmates. They therefore must have the ability to exercise

unfettered control over inmate calls in their entirety -- sUbject

only to constitutional and explicit statutory constraints, not the

Commission's jUdgment of how calls should be routed.
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II. THE COMMISSION HAS ALREADY RULED THAT INMATE
PHONES RAISE "EXCEPTIONAL" CONSIDERATIONS THAT
WARRANT THEIR EXCLUSION FROM COMMISSION REGULATION

The Commission has already recognized that inmate phones and

inmate calling systems ("ICS") raise exceptional considerations

that warrant their exclusion from any Commission rules. In its

Initial Comments, ICSPTF explained that applying BPP to ICSs would

be inconsistent with the Commission's previous exclusion of inmate

facilities as "aggregators" for purposes of the Telephone Operator

Consumer Services Improvement Act, ("TOCSIA"). Initial Comments at

1.8-20. Without repeating what has already been said in those

comments and elsewhere in the record, ICSPTF will emphasize a few

additional points.

One of the objectives of TOCSIA was to guarantee consumers

unrestricted access to the carrier of their choice. Several

parties filed comments in the proceeding conducted to implement

TOCSIA and explained that prison officials should not be required

to grant inmates such access because of the unique needs at

prisons. The Commission agreed:

We are persuaded that the provision of
[inmate-only] phones to inmates presents an
exceptional set of circumstances that warrants
their exclusion from [TOCSIA].

Policies and Rules Concerning Operator service Providers, 6 FCC Rcd

2744, 2752 (1991) (emphasis added). The Commission thus implicitly

recognized that inmate facilities are unique and that deference to

prison officials in their administration of inmate phone systems

must therefore be given. L.c.eed, the Commission went on to state:
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Accordingly, inmate-only phones at
correctional institutions will not be subject
to any requirements under rTOCSIA] or the
Commission's rules.

Id. (emphasis added). Thus, the Commission not only ruled that

inmate phones raise exceptional considerations that warrant their

exclusion from TOCSIAi the Commission also recognized that inmate

phones raise exceptional considerations generally and should

therefore not be SUbject to any of the Commission's rules.

Clearly, the exceptional considerations that were present in

TOCSIA are present here. By extending BPP to inmate facilities,

prisoners would be able to access any carrier of their choosing by

coordinating that selection with an outside accomplice. But

concerns with allowing prisoners to access their carrier of choice

was one of the "exceptional" considerations that convinced the

commission to exclude inmate phones from regulation. So too should

it be considered an "exceptional" consideration for the present

purposes.

The United States Court of Appeals has admonished the

commission to be consistent in its rUlings or otherwise provide a

sufficient justification for why it is changing course. 1! The

Commission has already ruled that inmate phone raise exceptional

considerations and should therefore not be subject to Commission

regulation. Thus, BPP should not apply to inmate phones.

l!S~e, e.g., Telephone & Data Systems, Inc. v. FCC, 19 F.3d 42,
49 (D.C. Cir. 1994) (Commission may not "blithely cast" previous
rUlings aside).
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III. CORRECTIONS OFFICIALS WOULD LOSE IMPORTANT CONTROL OVER
INMATE CALLING IF BPP IS APPLIED TO INMATE FACILITIES

A. Prisons Officials Must Control Inmate calling
Including The IXC Who Carries The Calls

By their very nature, prisons are designed to restrict a

prisoner's access to the outside world. Prison officials bear the

important responsibility of determining how this access should be

controlled. Fences, cells, locks-- these are all security tools

designed to restrict inmate access to the outside world.

The telephone is a conduit between the prison and the outside

world. A prisoner's use of the telephone, therefore, must also be

restricted. A prison official can no more allow inmates to have

free and open access to the information superhighway than they can

the automobile highway. The record HI this proceeding is replete

with reasons why.~

Indeed, without adequate restrictions, a prisoner could use

the telephone to intimidate and harass witnesses, jUdges,

~See, e.g., ICSPTF Initial Comments at 9 (inmate attempted
murder conspiracy with outside accomplice); Comments of State of
Tennessee Finance & Administration ("The problems include . . .
instances of abusive and threatening calls"); Comments of State of
S.C. Division of Information Resource Mgmt. ("current system
prevents harassing calls"); Comments of S.C. Jail Admin. Assoc.
("control necessary to prevent criminal activity perpetrated by
inmates using telephones, i.e., harassment of sentencing jUdges,
prosecuting attorneys, jurors, witnesses and others"); Comments of
the Illinois Department of Central Mgmt. Services ("These abuses
are generally in the form of personal harassments"); Letter from
Frederick, Maryland Sheriff's Office ("unauthorized calls will be
made to jUdges, prosecutors, law enforcement and correctional
personnel, as well as leaving witnesses and victims open to
intimidation"); Comments of Arizona Department of Corrections
("Another telephone crime perpetrated by inmates using inmate
telephones is the harassment of sentencing judges, prosecuting
attorneys, jurors, witnesses and others").
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prosecutors and victims. Prisoners could also commit additional

crimes against society, all from within the "protected"

institution. For example, an article from the pittsburgh Tribune-

Review tells of how an inmate recently used the telephone to

engineer a multimillion dollar fraudulent enterprise, using no less

than 20 to 25 "salaried" employees, all while serving time for a

previous theft conviction. That inmate used the phone to coax

unsuspecting people to disclose credit card information, and then

used that information to place orders for expensive items, by

telephone, from four different continents worldwide.~/

Prison official control over inmate calling does not just mean

exercising control at that facility. MeT has suggested that prison

officials can adequately control inmate calling in a BPP

environment through the use of customer premises equipment

("CPE").~ Even assuming prison officials would have the means to

obtain and maintain a CPE system with adequate controls (a premise

that is unjustified and which is addressed below), CPE alone could

not ensure adequate control. CPE would only control an inmate's

entrance to the network. It could not give prison officials

necessary control over the carriage of the call throughout the

network after the call is placed. That control would be left to

any of a large number of different carriers, none of whom would

have any particular obligation to the facility and none of whom is

i/"Inmate I S Scam Netted Millions, 'I pi ttsburgh Tribune-Review,
February 27, 1993.

§/MCI ex parte filing, October 25 1993.
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the choice of the prison official. Prison officials must maintain

control over the entire transmission of the call, from its

origination to its termination. This means control over who

carries the call, whether the prisoner can access live operators in

the carrier's network, the type of screening capability in the

network necessary to meet the prison's needs, etc. In short, it

means controlling who is the carrier of their inmates' calls.

Nevertheless, despite the overwhelming evidence concerning the

need for prison officials to exercise adequate control over inmate

calling, the FNPRM appears to ignore the need for prison official

control over inmate calling and instead suggests that the only

issue relevant to its analysis on whether BPP should apply to

inmate facilities is whether, and how, BPP will impact the ability

to control fraud from inmate facilities. The FNPRM's analysis is

flawed. While calling fraud from prisons is clearly a significant

problem, and indeed, its prevention is a primary reason for inmate

calling controls, fraud prevent ion is not the only reason why

prison officials must control inmate calling.

B. Mandating BPP at Inmate Facilities
Would SUbstantially Dilute Official
Control of Fraud and Diminish Security

Many prison officials have determined that the most effective

way to ensure that they maintain necessary control over inmate

calling is to contract with a sinqle inmate calling services

(ItICS") providor who is qualified to handle inmate calls and who is

legally obligated to honor inmate call restrictions imposed by the

prison. ICS providers serve multiple functions for prison
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officials, each of which is necessary to ensure that prison

officials maintain adequate control.

First, the rcs provider supplies and maintains the specialized

inmate calling systems at correctional institutions. In its

Initial Comments, rCSPTF explained in detail how these systems work

and what functions they provide. Without repeating that

discussion, the following are examples of the sophisticated

functionality that inmate calling systems can provide:

• Automated collect-only calling capability or
default to specially trained operators;

• Calling time of day and duration restrictions;

• Personal identification numbers (pins);

• Negative and positive called nUMber screening to
restrict access to approved numbers only;

• Call recording and monitoring capability on a
selective basis;

• Calling storage capability;

• Calling detail and traffic analysis; and

• Three-way call detection capability.

All of these features allow prison officials to control inmate

calling, and thus prevent unwanted ca ling.

Second, the rcs provider acts in the prison official's stead

in administering those systems and controls. The rcs provider

stays in daily contact with the prison officials to determine which

controls to implement, how they should be implemented, and to which

particular calls they should apply. For example, if a prison

official suspects that a particular nmate is about to commit a

crime, or that an outside number is suspected of receiving inmate



calls for criminal purposes, the prison official would instruct the

ICS provider to screen particular numbers, monitor particular calls

or provide call detail information on that inmate or terminating

line. If the ICS provider suspects fraud based on information

relating to calling patterns, credit rating of the called party, or

any other variable permitted by the prison official, the ICS

provider can act as the prison official's proxy to stop calling by

a particular inmate or to a particular party.

Third, the res provider is the carrier of the prison's calls

chosen by the prison official and is bound to provide the service

ordered, and only the service ordered, to the prison. The res

provider, as carrier, must honor the calling restrictions that

prison officials request in carryina the call, including, among

other things, access to only automated or specially trained

operators.

Each of these three functions is vitally important in terms of

prison official control over inmate calling. Of equal importance,

they must be provided on an integrated basis by one provider. It

is only if the services are provided by one provider that the

necessary control over inmate callinq can be retained. Not only

will BPP destroy the ability of the prison officials to obtain

these services on a "one-stop" basi s; BPP would take away the

ability of res provider to offer any of these services by

eliminating the economic base of the services.
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1. Specialized CPE will no Longer be Available

The record is replete with explanations of why lCS providers

would no longer supply CPE with the ability to perform the

functions described above as well as other functions. Once the lCS

provider loses the ability to use the CPE to generate the revenue

stream provided by carrying the inmate traffic, there is no reason

to provide the CPE at no charge to the prison.

Mel has suggested that prison officials could nonetheless

retain control over inmate callinq in a BPP environment by

purchasing CPE that has the same functionality as the sophisticated

CPE now supplied by res providers at no charge. 7) This suggestion

completely ignores the financia] pressures that prison and jail

officials are currently under; dozens of prison and jail officials

have told the Commission, in no uncertain terms, that they will be

unable to supply inmate calling equipment if BPP applies. As the

study conducted by Charles L. Jackson and Jeffrey H. Rohlfs, "The

Many Costs and Few Benefits of BU led Party Preference," (the

Jackson-Rohlfs Study") ~I makes clear I the only real alternate

source of funding for such equipment s the taxpayers, an unlikely

source of support in these times of fiscal constraint.

llMCl ex parte filing, October 25, 1993.

~/The Jackson-Rohlfs study is attached to the Further Comments
submitted by the APCC in this docket.
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2. There Would Be no Expert Manager of the
rcs Accountable to the Prison Official

Part and parcel of providing the rcs is administering it as

the prison officials' proxy. As a threshold matter, there is no

system administration to be done if there is no equipment. But

even assuming a system were purchased, ongoing support, updat.e,

system administration and monitoring are continuous tasks, now

performed at no charge by equipment providers. rt is not just that

the rcs that must be administered' 1 t. is constant analysis of

traffic patterns, call velocity, review of calling pattern,

compliance with system parameters, etc" that give the control

required by prison officials. For the same reasons rcs providers

would be unable to continue to provide the Ies in a BPP

environment, they will no longer bE' able to afford to provide

system administration and monitoringc)f calling. There would be no

one to consult with prison officials in suspicious circumstances

and vice-versa. Again, taxpayer funding for these functions in the

current environment is unlikely.

3. Prison Officials Would not be Able
to Control Calls in the Network

Even if prison and jail officials were able to independently

purchase res equipment and pay experts who know how to administer

the controls, BPP would take away the ability of prison officials

to control the carriage of the call -- the third important role of

rcs providers. If inmate calls are allowed to go to any carrier,

s" ..h as BPP requires, prison off ic ia.ls would lose significant

control over inmate calls once the ca lIs are placed into the
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network. Prison officials could not be assured that the

restrictions they require on inmate calling at the facility level

would be honored by a carrier that has no obligation to the

facility.

An extreme, but not entirely far fetched, example of how the

CPE could be rendered ineffective would be for a criminal

organization to create a new long distance company, or perhaps gain

control of an existing carrier, to which the "friends and family"

of an inmate would "PIC" their phones. Regardless of the PINs,

blocked numbers or other control features in place at the facility,

once the call entered the network of the inmate's "friends and

family" carrier, the inmate would be free to call the world. The

carrier could re-route the call to a number different than the

number dialed, and prison officials would not know where those

calls were terminating. Calls could be billed to third numbers,

witnesses, victims, etc.

A less extreme and more likely problem is that inmate calls

could be routed to a carrier that does not have the network

functionality necessary to honor, or that simply does not care to

honor, or is indifferent to honoring, inmate call restrictions.

For example, a smaller carrier may not have the equipment necessary

to receive ANI digit screening codes and thus would not be able to

determine if the call is sUbject to any billing restrictions, let

alone if it originates from an inmate institution. Most carriers

will not have operators who are specially trained to recognize the

16



~"""""""~""

"social engineering" tactics that i.nmates use to commit fraud or

call prohibited numbers.~

C. BPP Would Diminish Officials' Control of
Prisons by Reducing Inmate Access to Phones,
Abolishing Important Inmate Programs, and
Eliminating Prison Administration Tools

The comments filed in this proceeding have made clear that, in

addition to the security and fraud advantages of the current

system, inmate calling systems have enhanced prison officials'

control through the flexibility they accord. The importance of the

current mechanisms providing ICSs in the prison environment is

explained in the Jackson-Rohlfs study.

As the Jackson-Rohlfs study explains, prior to competition,

many LECs, particularly those i.n rura] areas where a good number of

jails and prisons are located, provIded only very limited phone

equipment and inmate access to phones because of the significant

fraud risk such phones created and because close supervision of

inmates using the phones was required In some cases, the only

phone available for inmate calling was either the pUblic payphone

in the prison visiting area or the phone provided for the prison

staff .lQ1 In any event, the inmates 'Nho were allowed to use the

~The Commission assumes that both local and interLATA exchange
carriers will move toward "Automated Alternative Billing Service
("AABS") systems. However, with most carriers, a caller can
default to a live operator even if an AABS system is deployed. By
contrast, a prison official can pic}: a carrier who provides no
default live operators (or only to a trained operator) if the
prison official is allowed ~o pick the carrier.

lQlIn some cases, there were no phones at all. Unrefuted
evidence on this point is already in the record of this proceeding.

(continued ... )
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phones did so under strict supervision, with a corrections officer

actually dialing the digits, placing the call and listening to

every word.

The revenues paid by lCS providers in return for the right to

place lCSs under the current system have financed inmate calling

equipment which, in turn, has dramatically increased inmate access

to phones. Unlike a decade ago, inmates now have frequent and

unsupervised calling opportunities.

As stated in the May 6, 1993 Comments of the citizens united

for the Rehabilitation of Errants C.U.R.E.), it has been well

documented that frequent calling is an important inmate

rehabilitation tool. C.U.R.E. notes that "there is strong

empirical evidence that telephone communications are an essential

means of preserving family and social ties that help to reduce

recidivism, preserve the family unit, f.~ncourage prison discipline,

and promote society's efforts to rehabilitation offenders."

C.U.R.E. Comments at 11.

What C.U.R.E. and others supporting BPP at inmate institutions

have failed to recognize, however, is that BPP will take away the

revenue base supporting inmate telephone equipment. Indeed, the

ability of inmate families to select the carrier of their choice

lQl ( ••• continued)
For example, the record contains a transcript of the sworn
testimony of Randall Ray, the captain of the Buncombe county Jail
in North carolina, stating that the local LEC servicing his
facility refused to install inmate-only phones at his facility
because, as he was told by the LEC, II it was not economically
feasible .... " ICSPTF ex parte fi lng, September 15, 1993.

12



for inmate calls may be an empty benefit if inmate calling is

dramatically reduced.

In addition to reducing inmate phone availability, BPP would

also abolish the beneficial inmate programs that have been financed

by the current system. As the record reflects, a significant

number of prison officials use the commissions they receive from

inmate calling to fund important programs such as education

programs, vocational training, family visitation programs,

alcohol/drug rehabilitation programs, legal rights courses, anger

awareness/management classes, nutrition counseling and parenting

classes.

Generating the ability and revenue for prisons and jails to

conduct these activities is an import.ant collateral benefit of the

current Ies mechanism and enhances overall control of prison

administration by corrections officials. As the Jackson/Rohlfs

study concludes, BPP will destroy the economics of inmate calling

systems and will thus eliminate thf~ important benefits these

systems have provided, along with the control they bring.

* * *

In sum, BPP will eliminate an important tool that prison

officials currently use and have determined is effective in prison

administration and control. Regardless of the theoretical

solutions to the inmate calling problem that proponents of BPP may

offer, the basic fact remains: BPP would strip prison officials of

their control over inmate calling. For this fundamental reason

alone, BPP should not apply to inmate institutions.
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IV. FRAUD FROM INMATE FACILITIES CANNOT BE CONTROLLED
UNDER BPP AS EFFECTIVELY AND EFFICIENTLY AS FRAUD
IS CONTROLLED UNDER THE CURRENT SYSTEM

The FNPRM seeks comment on the effectiveness and costs of

controlling fraud originating from inmate lines with or without

BPP. Inmate fraud would be much more difficult and costly to

control under BPP.W

Under the current system, rcs providers know that every call

they carry is coming from a prison. This allows them to take the

necessary fraud precautions on every inmate call. In addition to

the use of the specialized CPE-based fraud control equipment

discussed above, rcs providers can detect and prevent fraud by a

variety of steps, such as (a) analyzing a variety of traffic and

other relevant information; (b) coordinating the implementation of

PINs and number blocking with each particular facility;

(c) entering into relationships with LECs in frequently served

areas to receive billing name and address information for

terminating numbers on a timely basis; (d) contacting suspicious

customers to verify credit worthiness in order to avoid the

potential for sUbscription fraud; (e) hiring only specially trained

operators to handle inmate calls; (f) "branding" the calls as

ll'ICSPTF has already explained why BPP is fundamentally flawed
and should not apply to inmate facilities for reasons independent
of the additional fraud risk that BPP presents. BPP would strip
prison officials of their control over inmate calling -- control
that is necessary for prison security and administration needs.
Even if the Commission is prepared to act to require the costly
fraud control features that would have to be implemented in the
network to prevent fraud under BPP (and which would still not be as
effective at controlling fraud as C:~r'-based leSs), that Commission
action does nothing to cure that fundamental defect of BPP at
inmate facilities.
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coming from specific prisons to put call recipients on notice; and

(g) limiting the allowed time of inmate calls. Other procedures

are also taken, some of which are proprietary in nature and cannot

be disclosed.

In order to prevent fraud in a BPP environment, other carriers

would also have to take fraud prevent. ion measures. The proposals

that have been suggested for fraud control under BPP are enormously

expensive (and would still not be as effective as the control

procedures taken by rcs providers). For example, in an ex parte

letter dated October 25, 1993, Mer suggested that every carrier

could implement control functionality in their networks similar to

the control functionality ICS providers currently use (and which

MCI apparently already has deployed in its network).

ICSPTF has already explained why such a proposal could not be

as effective as the current system in its December 7, 1993 response

to MCI's proposal and will not re-open that debate here. However,

ICSPTF pointed out that the potent ia 1 effectiveness of MCI il S

proposal is contingent on three unlikely occurrences:

(1) universal deployment by every carrier of network-based controls

such as MCI has implemented; (2) universal deployment by the LECs

of "flex ANI" screening; and (3) universal deployment of an

information sharing arrangement between every inmate facility in

the nation and every carrier that could conceivably carry inmate

calls under BPP. Some discussion is ~arranted.
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A. There Is No Evidence Regarding The Cost
Of Deploying Fraud Prevention Measures

MCI has acknowledged that it is the only carrier that has

implemented the network-based controls necessary to prevent fraud

in a BPP environment. If the Commission desires to prevent fraud

in a BPP environment, the Commission would clearly be required to

mandate that all carriers implement similar controls. However,

there is nothing in the record about how much these network-based

systems would cost, how those costs would be recovered (a

particularly important issue, as we discuss below), what technical

requirements would be necessary, etc At a minimum, the Commission

would be required to analyze such factors and SUbject them to a

cost-benefit analysis before it could begin to think about ordering

universal deployment. TII

B. Even If The Commission Orders Universal Deployment
of "Flex ANI" It will Not:prevent Fraud

universal deployment of "flex A.NI" by the LECs, which can

provide carriers with ANI II code "29" to signify that a call is

originating from an inmate facility -- information that the Ies

provider inherently knows -- presents problems similar to those

presented by the necessity for the Commission to order all carriers

to take fraud prevention measures. There are a significant number

of LEcs that have not implemented this service, and have no

apparent intention of offering it in the near future. Indeed, a

WSee Motor Vehicle Manufacturers Association, Inc. v. state
Farm Automobile Insurance Co. ("state Farm"), 103 S. ct. 2856 (1983)
(agencies must consider all relevant data in promUlgating rules) .

22



large number of jails and prisons are located in the service

territory of smaller, independent LECs who are unlikely to upgrade

their networks to provide flex ANI screening. Thus, the Commission

would also have to mandate deployment of flex ANI throughout the

nation. Again, the record is void of any information on the extent

to which flex ANI is already deployed, on what universal deployment

of flex ANI would cost, how those costs could be recovered, etc.

The Commission lacks the information necessary to conduct a cost-

benefit analysis, but cannot proceed without one. ill

Moreover, even if the Commission ordered universal deployment

of "flex ANI", there is a serious question as to how effective this

screening service alone could be at controlling inmate fraud. As

a passing matter, it is worth observing that LEC screening services

are not always reliable. Errors in the passing of these digits can

and do occur. Indeed, the Commission is currently considering the

allocation of liability when such failures occur. HI

Of greater importance, unless the Commission takes the

additional step of mandating that all carriers translate the code

into specific billing instructions for the operator, the ANI II

code "29" alone will not necessarily prevent fraud from occurring.

The Local Exchange Routing Guide ( "LERG"), published by Bell

ll/rd.; state of California v. FCC ("Computer 111"), 905 F.2d
at 1230; ITT World Communications vo __ FCC, 725 F.2d 732, 741-42
(D.C. Cir. 1984).

14/In the Matter of Policies and Rules Concerning Toll Fraud,
CC Dkt. 93-292 (released December 2, 1993).
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communications Research, provides the following description for ANI

II code "29":

the ANI II digit pair 29 is used to designate
lines within a confinement/detention facility
that are intended for inmate/detainee use and
require outward call screening and restriction
(e.g., 0+ collect only service).

Thus, all the ANI digits "29" say is' (1) that the call is coming

from a prison, and (2) that the call should not be billed to the

originating line. There are no specjfic billing instructions.

That description alone will not necessarily prevent inmate

fraud. To refer back to the smaller independent carrier example

discussed above, an inmate placing a call under BPP might default

to a live operator and convince that operator to bill the call to

a fraudulent third-number (e.g. limy facility has authorized my

uncle to pay for my calls. His number s .... "). The operator,

who is unlikely to be trained to recognize social engineering

tactics, in the absence of additiona information would be acting

in accordance with the LERG description of ANI digits 29 by

completing those calls. To translate the ANI II "29" into specific

billing instructions, it will be necessary for the Commission to

order the LECs to provide, and for the IXCs to subscribe to, a

separate service that allows the IXCs to query for the specific

billing instructions associated with the ANI in question.
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